How to generate SSL certificates?
Install openssl from the below location on your Windows PC:

http://www.slproweb.com/products/Win32OpenSSL.html
Copy the files from the attachment I am sending you to C:\OpenSSL\bin of your PC.
Step1: open a command prompt window and go to C:\OpenSSL\bin folder and start typing the commands given in the steps below.

Step2: mkdir certs private

Step3: echo 100001 >serial

Step4: touch certindex.txt

Step5: openssl req -new -x509 -extensions v3_ca –keyout private/cakey.pem -out cacert.pem -days 365 -config ./openssl.cnf
Some general info and the IP address (or hostname) will be asked from a user to complete the above step.

Step6: openssl x509 –in cacert.pem –out SuplRootCert –inform PEM –outform DER
Step7: openssl req -new -nodes -out server-req.pem -keyout private/server-key.pem -config ./openssl.cnf

Some general info and the IP address (or hostname) will be asked from a user to complete the above step.

Step8: openssl ca -out server-cert.pem -config ./openssl.cnf -infiles server-req.pem

The “SuplRootCert” from C:\OpenSSL\bin needs to be put on the phone side. 

“server-cert” from C:\OpenSSL\bin & “server-key” from C:\OpenSSL\bin\private folder on the network side .

Pls refer to the below links for more info on all of the above steps:
1. http://www.flatmtn.com/computer/Linux-SSLCertificates.html
2. http://www.flatmtn.com/computer/Linux-SSLCertificatesApache.html
3. http://support.sas.com/91doc/getDoc/hostunx.hlp/convert.htm
