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1. What is ADDS.
Ans:ADDS provides a database that stores directory information and helps to manage the communication between users and domain .it organizes the different elements of a network such as computer, user and other devices into hierarchical structure. 

2. What is DNS
Ans: DNS stand for domain name services it is used Name to IP and IP to Name.
He Work on Forward lookup and Revers Lookup 
Forward Lookup –Name to IP and Revers Lookup IP to Name .
There Are three types of zone.
1.Primary zone2.Secondary zone 3.Stub zone
Primary zone-main zone he work on read and write 
Secondary zone-copy of primary red only
Stub zone- limit zone contains only authorized name server records.
Records of Forward Lookup And Revers Lookup.
Forward Lookup: 
1. SOA -Start of Authority
2. NS- Name Server
3. A- Host IPV4(Name To IP)
4. AAAA- Host IPv6.
5. MX-Mail Exchanger  server.
6. CHNME-context (Duplicate) Alias Name.
7. SER- server Record.
Revers Lookup :
1.PTR-Pointr record (IP-Name)
2. SOA -Start of Authority
3.NS- Name Server.





3. what is DHCP.
Ans: DHCP stand for Dynamic Host Configuration Protocol. It provide the Automatic IP Address. He Work on DORA Process. DORA Process are Discover,Offer,Request,Acknowledgment.
Step1:
Your computer send is a“discover” request asking for its IP information form any listening DHCP servers.
Step2:
Any listening DHCP server will “Offer” their configuration information to your workstation .
Step3:
You workstation chooses the best lease then “request” that lease from the corresponding DHCP Server.
Step4:
The DHCP Server you request the IP configuration information from then “Acknowledgment” your Request and Leases you the IP configuration information.

4. What is deferent between Workgroup And Domain.
 Workgroup					Domain
1.Distributed Management. 	1.Centralize Management.
2.Less Secure.	2.More Secure.
3. Low performance.                           3.Improve Performance.

5. How to Outlook configure Explain step ?
1. Select start 	All Programs 	Microsoft Office	Microsoft Office Outlook.
2. Select tools 	Account Settings	Add New Email Service	Microsoft Exchange,Pop3
     IAMP or HTTP	other
3. Select Microsoft exchange,POP3,IMAP, or HTTP and click the next auto account step.
4. Select the manually configure server setting or additional server types and click next.
5. Select Internet E-Mail and click next.
6.Enter all The required information click next.
7. Click the finish button the new account Create. 

6. What is .Pst and .Ost ?
Ans: 1. .Pst stand for Personal Storage Table are use storing Email related data. .pst is
		Personal folder file which store your massage and other items on your 
		   Computers
2. .Oststand for Offline Storage Table are used when you have Exchange Accounts 
		  And wants to work Offline or use default cached Exchangeable Mode.


7. Color Coding Straight and cross cable ?
Straight Cable				Cross Cable
1) white-Orange 			1) White- Green
2) Orange				          2) Green
3) White-Green			 3) White-Orange
4) Blue				4) Blue
5) White –Blue			          5) White-Blue
6) Green				          6) Orange
7) White- Brown 			          7) White-Brown
8) Brown				          8) Brown

8. Type of IP Classes ?
Ans: IP address is divided in to 5 Classes.
Class A: -  	0 to 126 (127 Reserve for Loopback address)
Class B:-	128 to 191
Class C:-	 192 to 223
Class D:-	224 to 239
Class E:-	240 to 255.

9. What is Patch(Straight) Cable ?
Ans: it is used to dissimilar devices 
	Eg- PC to hub.

10. what is Crossover Cable ?
Ans: Connect similar types of devices
	Eg-PC to PC or Hub to Hub.

11. what is an operating system ?
Ans: Operating system work as an interpreter between computer hardware and
Application operating System work as a user interface.

12. Types of operating systems?
Ans: there are two types of Operating systems.
1. SOS  -Simple  Operating system.
Eg- Windows 95,98,xp Windows 7 windows8.
2. NOS – Network operating system
Eg- windows NT,2000,2003,2008.



13. What is server ?
Ans: server are computer that provides the services .
	For eg.
1.DNS Server
2.DHCP Server
3.VPN Server

14. What is VPN server ?
Ans:VPN Stand for Virtual Private Network.it is basically use for Mobile user in a
                  Network It is a private communications network which is use to communicate
confidentially over a public network

15. What is IAS server?
Ans: IAS stand for Internet Authentication services. IAS server is also knows as RADIUS 
server. IAS Server provides the centralized Management of Multiple RAS & VPN 
Server in the Network.

16. What is different Between FAT And NTFS File System ?
Ans: There is Major difference are available between FAT and NTFS file system.
 FAT:  FAT stand for file Allocation table there are three categories.
Fat up to folder level security
 1. Compression option is not available.
 2. Encryption option is not available.
 3. Disk Quota option is not available.
NTFS:NTFS stand for new technology file system.
1.Compression option is available 
2.Encryption option is available 
3.Disk quota option is available

17. Different between DC and ADC ?
Ans: DC stand for domain controller and ADC stand for additional domain controller ADC 
is a backupDc only on different is available between DC and ADC.
DC all of five Operation master.
1. schema master
2. domain naming master
3. RID master
4. PDC Emulator
5. Infrastructure  master.


ADC only three operation master  role are available.
1. RID master 
2. PDC Emulator 
3. Infrastructure master.

18. What is benefit of child Domain?
Ans: There are many benefits of child domain such as.
1. Security Boundary 
2. Administrator overhead Low 
3. Network Traffic Low.

19. What is group policy?
Ans: Group Policy is collection of user account. It provides the simplified administrator in 
The network.
20. What is group policy?
Ans: Group policy provides the Stream Line Access to all of the users in the network.

21. Difference between permission, right and policy?
Ans:
1. permission- permission is basically assigned on network resource as for 
Eg. File, folder, shear folder, printer.
2. Right : Right is basically assign to user and groups.
3. Policy : policy is basically assign on active directory container 
Eg.Site, Domain, OU.

22. What is OU?
Ans: OU stand for Organizational unit. On OU we define group policy in the network 
group policy isbasically assigned on active directory container.

23. What is tree?
Ans:  A group of domain is called tree and sharing a contiguous name space.

24. What is site?
Ans: A site is a geographical area where all of the domains are available site manages the
replicationTraffic between two or more different site in the network.

25. What is reservation?
Ans: Reservation is basically used in DHCP server. When Ever we want this computer is 
always received This IP Address from DHCP.

26. What is default gateway?
Ans:default gateway is entrance and exit point of network like that router work as 
                   Default Gateway. 

27. What is SCSI?
Ans:SCSI stand for small computer system interface SCSI data Transmission speed is 320 
                     MBPS in the Network in SCSI controller we can connect maximum 16 physical 
devices in the system.
28. What is operation master role?
Ans: operation master role is available on domain controller in the network there are five
types of
Operation master rules.
1) Schema master.
2) Domain naming master 
3) RID master 
4) PDC master 
5) Infrastructure master 

29. What are A host record ant PTR record?
Ans:1. Record is also called host record this record is basically created in the forward 
lookup zone.
2.PTR record is also called a pointer record .this record is basically created in server 
lookup zone.

30. Difference between Hardware router & Software router ?
Ans:  1. Hardware Router –
 Hardware router is a dedicated router it’s having a lot of feature such as    
Security, dedicated router in the network.
Eg.Cisco Router.
2.Software Router-
	Software router is not dedicated router. It provides the different services also 
Such as DNS server DHCP server windows based router.
31. What is firewall?
Ans :firewall with advanced security your computer form network attackers and 
malicious Software.
32. Different between hardware firewall and software firewall ?
Ans: 1. Hardware firewall –
	Hardware firewall it is dedicated firewall. A lot of security features are available
On hardware based firewall.
	Eg- Cisco pix firewall.
2. Software firewall-
	Software Firewall it is a dedicated firewall it provides the normal security in the 
		Network –check Point.
33. What is domain controller? 
Ans:  D.C stand for domain Controller it provides the centralized management of entire
                     Domain in the Network when Ever we will install active directory database on a 
                     Server side operating system then after that system become a D.C Domain controller 
Manages all security related interaction between User and computers in the 
Network.

34. What is B Router?
Ans: B Router Stand for Bridge Router we can say this is a layer three bridge that provides 
theCommunication on between two or more different network ID.

35. What is a Bridge?
Ans : Bridge is a layer two network device that provides the communication within the 
same network ID.
36. Different Between gateway and router?
Ans : Router works in same network architecture but gateway work on different network
architecture.

37. What is POP server / SMTP server? 
Asn :1. POP stand for post office protocol it is basically use for mail receiving per pose  in 
the network.
2. SMTPStand for simple mail transfer protocol. It is basically use for sending a mail
as well as Receiving a mail in the network.

38. What is active directory partitions?
Ans: Active Directory partition is a logical partition of basically use for replication from 
D.C To ADC.
Types of Active Directory partitions.
 1. Schema Partition.
  2. Configuration Partition.
 3. Domain partition.

39. Types of active directory partitions?
Ans:1. Schema Partition.
2. Configuration Partition.
3. Domain partition.

40. What is the function of ping command? 
Ans: ping provides to check the physical IP connectivity between two or more devices in 
The network .Ping sends a ICMP request from Source computer to destination
                     Computer and destination to Computer sends on ICMP reply.

41. What are Broadcasting, Multicasting and Unicasting?
Ans: 
1. Broadcasting	 – 	one to all 
2. Multicasting	 –	one to many
3. Unicasting 	 – 	one to one

42. What is Group nesting?
Ans: when we add two or more group within a single group. It is called group nesting.

43. What is FIXMBR?
Ans: FIXMBR repair the master boot record of the partition boot sector.

44. What is FIXBOOT?	
Asn: FIXBOOT write a new partition boot sector on to the system partition.

45. What is SID?
Ans: SID Stand for security Identifier every object has unique ID it is called SID. 

46. What is RAIDUS server?
Ans: RAIDUS stand for Remote Authentication deli – in user services , RAIDUS  server 
provides the Centralized management of multiple RAS & VPN server in the network.
47. What is trusting domain?
Asn: in trusting domain resource are available.

48. What is trusted domain?
Ans: in trusted domain user Accounts are available.

49.  What is Microsoft Exchange server ?
Asn: Microsoft Exchange server is software that provides the services such as sending &
receivingthe mail.

50. What is printer?
Ans :Printer is a software that Governing the print device there are two types of printer 
1. Local printer 
2. Network printer.
51. What is Directory services restore mode?
Ans : When our Active Directory database is not working properly , then we restart the 
                    Domain Controller and press F8 key then after selecting the directory services restore 
Mode and then after Restoring the active directory database from the last backup.
52. What is normal Backup? 
Ans : just like normal backup by default backup.

53. What is incremental backup ?
Ans: in incremental backup only incremental parts are backup not full backup.

54. What is differential backup?
Ans: in differential backup, we take full backupafter the normal backup.

55. What is Packet?
Ans:  A packet is a Logical grouping of information that includes a header which contains 
Location Information that includes a header which contains location information and 
User data.
56. What is active directory?
Ans:  Active directory authorizes and authenticates all users and computers in a window 
Domain network, ensuring the security of the computer and software. Through 
           Active directory various functions can be managed like creating admin users, 
Connecting to printers or external hard drives.

57. What is DHCP and what it is used for?
Ans: DHCP stands for dynamic host configuration protocol. It is used to allocate IP 
                    Addresses to a large number of the computer system in a network. It helps in 
Managing the large number of IP’s very easily.
58. What is scope and super scope?
Ans:1.Scope- 
                       Scope consists of an IP address like gateway IP, subnet mask, DNS server IP. It can 
                        Be used to communicate with the other PCs in the network. 
2. Super scope- 
Super scopebecomes when you combine two or more scopes together.

59. Tell me if your system is infected by a virus how you will recover the data?
Ans: You need to re-install another system, latest anti-virus software and an O.S with 
Latest patches before you start your system, connect the infected HDD as a 
Secondary drive then scan and clean the infected hard drive. Once done, you can 
                      Copy the files into the system.

60. What is a domain?
Ans:Domain is a set of computers which network recognizes by the internet. It can be 
Used by centrally administer computers. It is created when you install active 
Directory.
61. What would you use to connect two computers without using switches?
Ans:Cross cables are used to connect two computers without using switches.

62. What is IPCONFIG command?
Asn: IPCONFIG command is used to display the IP information of the computer assigned 
                      Like DNS IP address and gateway IP address.

63. How you can take backup of emails in MS outlook?
Ans: To take a back-up in the MS outlook, you have to go in control panel. In control 
                      Panel you have to go under mail option and then open the data file, select personal.
Folder and click on open folder. After that, you have to copy .pst and have to paste
                      It wherever you want the backup

64. What is BUS speed?
Ans: The rate of communication speed between microprocessor and RAM is known as 
BUS speed.

65. How many logical drive is it possible to fit on to a physical disk?
Ans: The maximum number of the logical drive that can fit on a physical disk is 24, while.
the extended partition can only have 23 logical drives

66. What is the major difference you can mention about Gateway and Router?
Ans: Gateway works on different network architecture and router works on same 
networkarchitecture.

67. What is BSOD? How do you troubleshoot it?
Ans: BSOD stands for blue screen of death. When there is some fault in OS or hardware 
                     Then Windows can’t run the program and gives a blue screen with a code. To 
                     Resolve this problemthe best way is to reboot the system. If it doesn’t work than 
                     Boot the System in the safe mode.

68. What is “Boot loader”?
Ans:Boot loader facilitates the loading of operating system on the system. It enables the 
bootingprocess and gives OS option to the users while starting the system.


69. Explain what is Windows Server?
Ans: Window server is a series of server operating system developed by Microsoft
Corporation.

70. Mention what windows server 2008 service is used to install client operating system over the Network?
Ans: WDS ( Windows Deployment Services ) allows you to install client and server 
Operating systemsOver the network to any computer with a PXE (per-boot
	          Execution Environment) enabled network interface

71. To check TCP/IP configurations and IP connectivity, what are the two command line utilities that can be used?
Ans:Ipconfig:- To check the computer’s IP configuration, command ipconfig can be
			      Used and also itcan be used to renew the client’s IP address if it is 
			Provided by a DHCP server.
Ping: -To check the connection between the local computer and any of the other 
			Computer device on the network Ping command is used

72. Explain what is SYSVOL folder?
Ans: It is a set of files and folders that is stored on the local hard disk of each domain
	         Controller in a domain and are replicated by the FRS (File Replication Service)
	These files contain group or user policy information.

73. Explain what does it mean caching only server in terms of DNS?
Ans: The caching only DNS server provides information related to queries based on the 
	data it contains in its DNS cache.
74. What information is required when TCP/IP is configured on Window Server?
Ans:To configure a TCP/PI client for an IPv4 client, you have to provide the IP address a
And the subnet mask.


75. Explain what is the primary function of the domain controller?
Ans: Primary function of the domain controller is to validate users to the networks, it also 
	Provide a catalog of Active Directory Objects.

76. In the case when MSI file is not available, how you can install an app?
Ans: To add the application using the Software Installer.ZAP text file can be used rather 
	Than the windows installer.


77.  What is the difference between server OS and desktop OS?
Ans: Server OS gives centralized administration for users, shared resources and security 
	While desktop OS gives access to only local administration.

78. What is TELNET? 
Ans:TELNET is a client –server application that allows a user to log on to a remote
	Machine, giving the user access to the remote system. TELNET is an abbreviation of 
	Terminal Network.

79. What arethe information that a computer attached to a TCP/IP internet must possesses?
Ans:  Each computer attached to TCP/IP must possesses the following information
    • Its IP address
    • Its subnet mask
   • The IP address of the router.
   • The Ip address of the name server.

80. What do you mean by client server model? 
Ans:In client server model,the client runs a program to request a service and the server 
	Runs a program to provide the service.These two programs communicate with each 
	Other.One server program can provide services to many client programs.

81. Define IP? 
Ans:Internetwork protocol (IP) is the transmission mechanism used by TCP/IP protocol. 
	         It is an unreliable and connectionless datagram protocol. It provides no error 
	checking and tracking.

82. Define TCP? 
Ans:It is connection oriented protocol.It consist byte streams originating on one machine
	         Fragments the stream to discrete messages and passes to internet layer.At the 
	         Destination it reassembles the messages into output stream. 

83. Define UDP? 
Ans:It is unreliable connectionless protocol.It is used for one-shot,client-server type,
                     Request -reply queries and applications in which prompt delivery is required than 
Accuracy.
84. What are the protocols in transport layer?
Ans:The protocols defined in transport layer are 
   • TCP
       • UDP
85. What are the protocols in application layer?
Ans:The protocols defined in application layer are 
· TELNET 
· FTP 
· SMTP
· DNS
· DHCP

86. What do you mean by broadcasting? 
Ans:Broadcast system allows addressing a packet to all destinations by using a special.
	Code in address field.When packet is transmitted it is received and processed by 
	Every machine on the network

87. What do you mean by protocol stack? 
Ans:The list of protocols used by certain system,one protocol per layer is called protocol
stack.

88. What do you mean by peer? 
Ans:Entities comprising the corresponding layers on different machines are called peers.
It may be 
• Hardware device.

89. What do you mean by Data Terminal Equipment (DTE)? 
Ans:It is any device that is source of or destination for binary digital data.At physical 
                    Layer it can be a terminal computer. They generate or consume information.

90. What do you mean by Data Terminating Equipment (DCE) ?
Ans:Data circuit terminating equipment includes any functional Unit that transmits or 
	Receives data in the form of an analog or digital signal through a network.DTE 
                     Generates digital data and passes them to a DCE, The DCE converts the data to a 
                     From acceptable to the transmission media and sends the converted signal to 
	Another DCE on the network.

91. What is Repeaters?
Ans:A receiver receives a signal before it becomes too weak or corrupted,regenerates
                    The original bit pattern,and puts the refreshed copy back onto the link.It operates o
On physical layer of OSI model.



92. What is FDDI? 
Ans:It is high performance fiber optic token ring LAN running at 100Mbps over distance
Up 1000 stations.FDDI access is limited by time.A FDDI cabling consist of two fiber 
	Rings.
i)One transmitting clockwise
 ii)One transmitting counterclockwise

93. What do you mean by medium access control(MAC) sub layer?
Ans:The Protocols used to determine who goes next on a multi-access channel belong to 
                     A sublayer of the data link layer is called the multi-access channel (MAC) Sublayer.
It is the bottom part of data link layer.

94. What do you mean by network control protocol?
Ans:Network control protocol is a set of protocols to allow the encapsulation of data 
Coming from network layer protocol that requires the services of PPP.

95. What do you mean by error control?
Ans:Error control refers primarily to methods of error detection and retransmission. 
Anytime an error is detected in an exchange, specified frames are retransmitted. 
This process is called automatic repeat request (ARQ).
96. What do you mean by flow control?
Ans:It is the regulation of sender’s data rate so that the receiver buffer doesn’t become
                      Overwhelmed.i.e. flow control refers to a set of procedures used to restrict the
Amount of data that the sender can send before waiting for acknowledgement.

97. What are the types of errors? 
Ans:Errors can be categorized as a single-bit error or burst error. A single bit error has 
	One bit error per data unit. A burst error has two or more bits errors per data unit.

98. What is a protocol? 
Ans:It is a set of rules that governs data communication. A protocol defines what is
	         Communicated, how it is communicated, and when it is communicated. The key 
	          Elements of protocol are syntax, semantics and timing.

99. What do you mean by data communication? 
Ans: It is the exchange of data between two devices via some form of transmission 
	Medium such as wire cable. The communicating system must be part of a 
communication system made up of a combination of hardware and software.
The effectiveness of a data communication system depends on three fundamental.
characteristics: delivery, accuracy and timeliness
100. What is simplex?
Ans: It is the mode of communication between two devices in which flow of data is 
Unidirectional.i.e. one can transmit and other can receive. E.g. keyboard and 
                   Monitor. 

       101.What is half-duplex? 
Ans: It is the mode of communication between two devices in which flow of data is 
Bi-directional but not at the same time.ie each station can transmit and receive 
But not at the same time.E.g walkie-talkies are half-duplex system.

102. what is full duplex?
Ans: It is the mode of communication between two devices in which flow of data is 
                          Bi-directional and it occurs simultaneously. Here signals going in either direction 
                          Share the capacity of the link. E.g. telephone

103. What is a network? 
Ans: It is a set of devices connected by communication links. A node can be a computer 
                         Or any other device capable of sending and/or receiving data generated by other 
Nodes on the network.

104. What is distributed processing? 
Ans: It is a strategy in which services provided by the network reside at multiple sites. 

105. What is point to point connection?
Ans:It provides a dedicated link between two devices. The entire capacity of the link is 
	Reserved for transmission between the two devices e.g. when we change the 
 TVchannels by remote control we establish a point to point connection between 
	              Remote control and TV control system.

106. What is multipoint connection? 
Ans: In multipoint connection more than two specific devices share a single link. Here 
		The capacity of the channel is shared either separately or temporally.

107. What is a topology? 
Ans: Topology of a network is defined as the geometric representation of the 
Relationship of all the links and linking devices (node) to one another. Four basic 
		  Topologies are star, bus, ring and mesh.
	Star – Here each device has a dedicated point to point link only to a central controller 
Called hub.
Bus -It is multipoint. One long cable acts as a backbone to link all the devices in the 
Network.
Ring - Here each device has a dedicated point to point connection only with the two
Devices on either side of it.
Mesh -Here every device has a dedicated point to point link to every other device.

108. Define LAN, MAN and WAN. 
Ans: LAN- A local area network (LAN) is a privately owned and links the devices in a.
	Single office, building or campus. It allows resources to be shared between 
personalComputers and work stations
MAN- A metropolitan-area network (MAN) spreads over an entire city. It may be 
                         Wholly owned and operated by a private company, eg local telephone company.
WAN – A wide area network (WAN) provides long distance transmission of data, 
voice, image and video information over large geographic areas that comprise a 
country, a continent or even whole world.

109. What is a protocol? 
Ans: It is a set of rules that governs data communication. A protocol defines what is 
		  Communicated, how it is communicated, and when it is communicated. The key 
	  Elements of protocol are syntax, semantics and timing.

110. What is TCP/IP protocol model? 
Ans: It is a five layered model which provides guidelines for the development of 
Universally compatible networking protocols. The five layers are physical, data 
		Link, network, transport and application.

111. Describe the functions of five layers?
Ans: Physical- It transmits raw bits over a medium. It provides mechanical and 
		Electrical specification. Data link- It organizes bits into frames. It provides hop to 
	              Hop delivery. Network-It moves the packets from source to destination. It
                          Provide internetworking. Transport-It provides reliable process to process 
	Message delivery and error recovery. Application-It allows ti access to network 
	resources.

112. What is ISO-OSI model?
Ans: Open Systems Interconnection or OSI model was designed by the International
		Organization for Standardization (ISO) .It is a seven layer model. It is a theoretical 
		   Model designed to show how a protocol stack should be implemented. 
113. What is Proxy Server?
Ans: Proxy server is used to shear the internet and provide sec also like you can block
some site   or give limited access.
114. What is segment?
Ans:Segment is Process at transport Layer Protocol Data Unit it has Sequence no and
services port no in its header.

115. What is Packet?
Ans: Packet is Process on a network layer with IP address in header.

116.What is Frame?
Ans: Frame is Process on a DLL Layer With mark Address in Header Protocol Data unit 
or data Frame on the Layer.

         117.  What is Disk Quota?
Ans:Limit The Disk space per user.


118. Different between sever 2003, 2008 and 2012.
Ans : 1)server 2003 : not a rodc and  WDS
	IIS (internet information services) 6.0
	Ie(internet Explorer)6.0
	32 & 64 bit available 
2) Sever 2008:iis (internet information services) 7.0
Ie(internet Explorer) 7.0
32 & 64 bit available 
3) Server 2012:iis (internet information services) 8
	Ie(internet Explorer)8
Only 64 bits

119. Different Between 32bits &  64 bits?
Ans :
   32 Bits		64 Bits
1. Support 32 bits only	1. Both are supported 32 bits & 64 bits.

2. Transmit 32 bits only 	2. Transmit 32 & 64 bits

3. 2 to 4 GB Ram Supported 	3. More than 4 GB Ram Supported   	




					
120.Different Between Windows 7 & windows 8?
Ans :
Windows 7	 Windows8
1. Windows 7 Booting time 48 Second	1.  Windows 8 Booting time 10 second 

2. Copy is in done is dialog box which	2. Improve Data Copy/ move dialog box
As Progress bar

3. No Advance Features in windows	3. Improve Windows explorer
Explorer

121. Different Between Windows XP & Windows 7.
Ans:
	Windows XP		              Windows 7
1. Windows xp comes with default	1. Windows 7 doesn’t come with any default 
Mail client (Outlook Express)	     mail Client.
2. Windows xp support on IPv4	2. Windows 7 support both IPv4 & IPv6  
Addressing.
3. Windows xp not BitLocker	3. Windows 7 Available BitLocker
[bookmark: _GoBack]
121. How to configure network printer and can you change printer ip and how?
Ans :1. click on the start button, and then click on devices and printers 
2. in the add printer Wizard click on the option add a network, wireless, or
Bluetooth Printer.
3. Enter the ip address in the host or ip address text area you type the address 
4. select the printer’s manufacture from the manufacture and then the Model 
and clickThe windows update next
5.disply your printer name then click on the next and then finish.

122. What is main function of BIOS?
Ans :
1. Preforms a POST (power-on self-test ) for all the different hardware components in the   system to make sure everything is working properly.
2. Activating other BIOS Chip on Different cards installed in the computer, 
Eg.SCSI and Graphical cards.
3.  Provides a set of low-level suiting that the operating system uses to interface different hardware device BIOS Manages things in your computer like the keyboard, monitor serial and parallel ports especially when the computer in booting up
4.  Manage the settings for hard-disk drive system.

123. What is BIOS? 
Ans : Performs the Basic maintenance of the system by checking all the hardware
Connected to  the System load the operating System (O.S).

123. What is CMOS?
Ans : CMOS stand for Complementary metal- oxide semiconductor. It is an on- board 
 Battery powered semiconductor information. This information range from 
the system time and date to system hardware setting for your computer. 

124. What is SMPS and how to identified problem of SMPS? 
Ans : SMPS stand for switch mode power supply this device is responsible for the 
Power Conversion form high voltage AC to Low voltage DC.


125. How to configure AD?
Ans : 1 click Start->Run
2 Enter dcpromo.exe
           3 click next 
           4 Select a new domain in a new forest and click next.
           5 Enter the domain name click next
           6 Select windows Server 2008 form forest Functional level.
7 Select DNS server and click next
8 choose the right option. The adds install wizard.
9 click yes.
10 you can change to a different drive letter for better performance. Click next 
            11 Enter the strong password and click next.
            12 click next the adds installation wizard
            13 Select Reboot on completion 
14 Click finish.


